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PRÄSENZ ONLINE

SEMINAR

TERMIN 
24.04.2026 
10.00 Uhr bis 11.30 Uhr

TEILNAHMEGEBÜHR
59 €*	� je Verbandsmitglied 

und je Mitarbeiter
159 €*	je Nichtmitglied
* zzgl. gesetzl. USt

TEILNAHMEBEDINGUNGEN
Eine kostenfreie Stornierung  
ist bis 3 Tage vor Seminar- 
beginn möglich.

REFERENTIN

Elisabeth John 
migriert und schult Steuer
kanzleien bei der Umstellung 
auf Microsoft 365. Sowohl die 
Administration als auch das 
Training der Kanzleimitarbeiter 
sind ihr durch die Arbeit als 
Projektleiterin bei TELEDATA 
IT-Lösungen bestens vertraut. 
Als Prosci Certified Change 
Practitioner und Inhaberin 
mehrerer Microsoft Zertifizie
rungen legt sie Wert darauf, 
dass Technik und Change 
gleichwertig berücksichtigt 
werden.

Seminar-Anmeldung
www.dstv-bw.de/seminare

Sie können sich auch gerne per 
Mail:	webinar@dstv-bw.de oder per	
Fax:	 0711 619 48 444 anmelden

SO SCHÜTZEN SIE SICH VOR KI-GESTÜTZTEM  
PHISHING- UND CYBERANGRIFFEN

Cyberangriffe werden immer raffinierter – insbesondere KI-gestützte Phi- 
shing-Mails und Account-Hacking stellen Unternehmen vor neue Heraus- 
forderungen. E-Mails sind in einwandfreiem Deutsch formuliert, stammen  
von bekannten Absendern und nutzen einen passenden Gesprächskon- 
text. Aber nicht nur E-Mail dient als Kontaktquelle, sondern auch Teams, 
WhatsApp und soziale Medien. 

Wir besprechen typische Angriffsmethoden, wie Betrüger vorgehen und 
wie Sie verdächtige Nachrichten erkennen können. 

Ganz wichtig ist die Vorsorge: hier spielt Ihre Microsoft 365 Umgebung 
eine zentrale Rolle. Der Anwender selbst kann schon den Account absi- 
chern, aber eine gute Konfiguration auf der administrativen Seite hebt das 
Sicherheitsniveau auf ein Level, das für Angreifer uninteressant wird.  

Und was müssen Sie unternehmen, wenn Sie entdecken, dass Sie auf eine 
Attacke hereingefallen sind? Auch dafür geben wir Ihnen Hilfestellungen 
an die Hand, damit Sie im Fall der Fälle schnell reagieren können.

Die Schulung ist auf eine Stunde Dauer angelegt, die zusätzliche halbe 
Stunde ist für Ihre Fragen vorgesehen.

THEMEN

• 	Aktuelle Bedrohungslage: KI-Phishing & Account-Hacking 
• 	Blick in die Praxis: Beispiele aktueller Phishing-Mails 
• 	Erkennen statt Klicken: Typische Merkmale gefährlicher Nachrichten 
• 	Taktiken der Angreifer: Vorgehen und Ziele 
• 	Sicher bleiben im Alltag: MFA & empfohlene Sicherheitskonfigurationen 
• 	Im Ernstfall richtig reagieren: Schritte für Nutzer und Administratoren

MIT UNS BLEIBEN SIE BESTENS QUALIFIZIERT!

CYBERKRIMINELLE WERDEN  
SMARTER – WERDEN SIE ES AUCH!

Ein Kooperations- 
seminar mit


